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Industrial Security Intelligence Data Platform Services 

 
CAPABILITY LIST (Extract) 

 
Security Intelligence Data + Security Threat Intelligence Data + Industrial Security Intelligence News Data + Security 

Threat Intelligence Data Feeds + Intelligence News Data Services 
 
 

Security Intelligence Data Features 
 

▪ Industrial Security Intelligence Data Services 
▪ Industrial Security Intelligence News Data Services 
▪ Strategic Competitive Industrial Security Intelligence News Data Services 
▪ Security Threat Intelligence Data related to Business Risk Intelligence 
▪ Primary Security Threat Intelligence Data Feeds 
▪ Foundation Open Source Intelligence OSINT Data Service 

 
Security Intelligence Data Service Platform 
Collaborative Security Intelligence Ecosystem  
11 Partners | 5 Technical Research Work Groups | 2 Research and Development Initiatives | Canada + USA Market 
Focus | +3 million data sources | +500k data updates processed daily |+900 Content Channels in Development 
 
Security Intelligence Data Service Platform 
Innovative | Unique | Efficient 
 
All in One Security Intelligence Data Solution 
Alerts | Reports | Dashboards  
 
User Client Driven Security Intelligence Data 
Available | Reactive | Responsive | Collaborative 
 

 

 
 
 
 
 

• Save Time

• Efficient
MGS+ Alerts

• Optimize Performance

• Collaborative
MGS+ Reports

• Customized User Experience

• Responsive
MGS+ Dashboards
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•building, expanding and uncovering data sources each day driven to deepen expertise, 
solution, problem and archival knowledge

MGS+ Content Research and Discovery

•all content is hand selected by our intelligence editors, relevant sources selection and 
categorization is a critical part of the unique value  

MGS+ Content Selectivity

•important refining, categorization and guidance of data into client specific focused channels, 
headlines, search reports and reports

MGS+ Content Structure and Refining 

•timeliness, ease of access, readability, flexibility, time efficient, easily understandable, client 
friendly delivery formats: high standard content and high standard format

MGS+ Content Delivery 

•contextual intelligence data versus volume data

MGS+ Content Context 

MGS+ 
Security 

Data 
Platform

Research + 
Discovery 

Selectivity 

Structure 
+ Refining 

Delivery 

Context

Collecting

Processing

Analyzing



MG Strategy+  

 

MG Strategy+ | www.mg-strategyplus.com 
▪ Engineering Procurement Construction ▪ Industrial Control Systems ▪ Operational Technology ▪ 

 

 

MG Strategy+ 
Industrial Security Intelligence Data Platform Services 

 
 
 
 

 
 
 
 
 

 
 
 
 
 

 
 
 
 
 
 
 

MGS+ Intelligence Strategic Operational Tactical
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MGS+ Competitive Intelligence

MGS+ Market Intelligence

MGS+ Strategic Intelligence

MGS+ Risk Intelligence

MGS+ Security Intelligence
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Security 
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Platform

global 
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Industrial Security Intelligence Data Platform Services 

 
MGS+ Industrial Security Intelligence Data Platform Work Flow 

 
This Platform typical workflow usage is below, each key area of the platform is highlighted below, clients are encouraged to setup the My Email 
Alert Dashboard and My Cyber Vendors and My Cyber Inventory  
 

 Cybersecurity Data Dashboard 
Cybersecurity Data Dashboard: Channels 1-39: Channels Related to Cyber 
Security: IT Security: ICS Security: Information Security 
→ Review main Cybersecurity channels here for fast current snapshot of 
cybersecurity and information security activity. 
 

 

• CyberSecurity Data Dashboard 

 
 

 CERT Data Dashboard 
CERT Data Dashboard: Channels 40-235: Channels Related to Global Computer 
Emergency Readiness and Incident Response Teams Activities: CERT Computer 
Emergency Readiness Teams: CIRT Computer Incident Response Teams 
→ Review current snapshot of global CERT and CIRT activity  

 

• CERT Data Dashboard 

 
 

 Company Data Dashboard 
Company Data Dashboard: Channels 400-999: Channels Related to Leading 
Product and Service Companies in Cyber Security: IT Security: ICS Security: 
Information Security 
→ Review key companies related to and impacted by Industrial Cybersecurity. 

 

• Company Data Dashboard 

 
 

 Custom Data Dashboard 
Custom Data Dashboard: Channels 236-399: Custom Channels based on Users 
requests for specific custom content-based channel(s). 
→ Review custom data channels developed based on specific user requests or 
demands 

 

• Custom Data Dashboard 

 
 

 Research Library 
Technical Research Library: Papers: Presentations: Reports 
→ Review technical library of technical and research documents, this library 
development is driven by a combination if work group activities and user 
project activities or demands. 

 

• Research Library 

 
 

 Table of Channels 
Listing of All Channel Contents 
→ Review all active channels her, channels not listed are usually either in 
development or revisions. 

 

• Table of Channels 

 
 

 My Vendor Alert Dashboard 
My Cyber Vendors: OT: IT: ICS: Vendors of all hardware and software 
components utilized in support of operations. 
→ This is a monitoring tool. This lists updates on all key vendors you are 
monitoring via the My Cyber Vendors dashboard. 

 

• My Vendor Alert Dashboard 

 
 

 My Cyber Vendors 
My Cyber Vendors: OT: IT: ICS: Vendors of all hardware and 
software components utilized in support of operations. 
→ This is a customs monitoring tool. Review and update the key vendors you 
want to monitor, the list of vendors can be customized, imported and exported. 

 

• My Cyber Vendors 

 
 

https://ics.mg-strategyplus.com/wprss_feed_categories/cybersecurity-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/cybersecurity-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/cert-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/cert-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/company-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/company-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/custom-data-services/
https://ics.mg-strategyplus.com/wprss_feed_categories/custom-data-services/
https://ics.mg-strategyplus.com/profile/library/
https://ics.mg-strategyplus.com/profile/library/
https://ics.mg-strategyplus.com/table-of-channels/
https://ics.mg-strategyplus.com/table-of-channels/
https://ics.mg-strategyplus.com/my-dashboard/
https://ics.mg-strategyplus.com/my-dashboard/
https://ics.mg-strategyplus.com/my-cyber-vendors/
https://ics.mg-strategyplus.com/my-cyber-vendors/
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 My Cyber Vendors Alerts 

My Cyber Vendors: OT: IT: ICS: Vendors of all hardware and software 
components utilized in support of operations. 
→ This is a monitoring tool. This lists updates on all key vendors you are 
monitoring via the My Cyber Vendors dashboard. Click on each vendor to see 
current search activities and results. 

 

• My Cyber Vendors Alerts 

 

 My Cyber Inventory 
My Cyber Inventory: OT: IT: ICS: Assets Inventory: Components Inventory: 
Production-Centric ICS Assets: Traditional IT-Centric Assets: Inventory of all 
hardware and software components utilized in support of operations. 
→ This is a custom monitoring tool. Review and update the key inventory or 
products you want to monitor, the list of products can be customized, imported 
and exported. 

 

• My Cyber Inventory 

 
 

 My Cyber Inventory Alerts 
My Cyber Inventory: OT: IT: ICS: Assets Inventory: Components Inventory: 
Production-Centric ICS Assets: Traditional IT-Centric Assets: Inventory of all 
hardware and software components utilized in support of operations. 
→ This is a monitoring tool. This lists updates on all key inventory you are 
monitoring via the My Cyber Inventory dashboard. Click on each inventory item 
to see current search activities and results. 

 

• My Cyber Inventory Alerts 

 
 

 My Channel Bookmark Dashboard 
My Channel Bookmark Dashboard 
→ This is a monitoring tool. This allows user to select specific channels to 
generate current snapshot of key headlines in each selected channel. 

 

• My Channel Bookmark Dashboard 

 
 

 My Channel Bookmarks Horizontal Scroll 
Horizontal Headline Feed Scroll 
→ This is a monitoring tool. This displays selected channels’ headlines based 
on channels selected in My Channel Bookmark Dashboard in a Horizontal Scroll 
format. 

 

• My Channel Bookmarks Horizontal 
Scroll 

 
 My Channel Bookmarks Vertical Scroll 

Vertical Headline Feed Scroll 
→ This is a monitoring tool. This displays selected channels’ headlines based 
on channels selected in My Channel Bookmark Dashboard in a Vertical Scroll 
format. 

 

• My Channel Bookmarks Vertical Scroll 

 
 

 My Email Report Alert Dashboard 
My Email Alert Dashboard 
→ This is a monitoring too generate and delivery scheduled emails based on 
clients selected and customized data via previous dashboards. 

 

• My Email Report Alert Dashboard 

 
 MGS+ Security Briefings 

Technical Briefings and Highlights based on  
Editor Paper Extracts: Work Group Papers: White Papers Research Papers: 
Paper Extracts: Presentation Papers 
Editor Picks Articles: Key Articles: Highlighted Articles: Alert Articles: Research 
Articles 
Editor Picks Reports: Key Reports: Highlighted Reports: Alert Reports: Research 
Reports 
 

MGS+ Working Group Briefings 
Technical Briefings and Highlights based on Work Group 

 
MGS+ In Development 
Technical Briefings and Highlights based on Work Group 

 

• MGS+ Security Briefings 

• MGS+ Working Group Briefings 

• MGS+ In Development 

 

 

https://ics.mg-strategyplus.com/my-cyber-vendor-alerts/
https://ics.mg-strategyplus.com/my-cyber-inventory/
https://ics.mg-strategyplus.com/my-cyber-inventory-alerts/
https://ics.mg-strategyplus.com/my-cyber-inventory-alerts/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/my-channel-bookmarks-horizontal-scroll/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/my-channel-bookmarks-horizontal-scroll/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/my-channel-bookmarks-horizontal-scroll/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/my-channel-bookmarks-horizontal-scroll/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/my-channel-bookmarks-vertical-scroll/
https://ics.mg-strategyplus.com/my-channel-bookmark-dashboard/my-channel-bookmarks-vertical-scroll/
https://ics.mg-strategyplus.com/my-email-alert-dashboard/
https://ics.mg-strategyplus.com/my-email-alert-dashboard/
https://ics.mg-strategyplus.com/profile/daily-security-brief/
https://ics.mg-strategyplus.com/profile/daily-security-brief/
https://ics.mg-strategyplus.com/work-group-briefings-home/
https://ics.mg-strategyplus.com/work-group-briefings-home/
https://ics.mg-strategyplus.com/mgs-in-development/
https://ics.mg-strategyplus.com/mgs-in-development/
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MGS+ Industrial Security Intelligence Data Platform Content Map 
 

This Platform Data Content Map is below, clients are encouraged to collaborate, influence, drive and develop channels and content development. 
Content Map is developed and updated in weekly, monthly and yearly phases of development and expansion. 
 

 
 MGS+ Content Data Map 

MG Strategy+  
January 2019 Content Data Map 
93 channels  

 

MGS+ SEC Channel Name Description 
1 000 SEC Latest News All 000 SEC Latest News All:  All Channels: All Cybersecurity: All Information Security: 

Industrial Control Systems Security: IT Security 
2 001 SEC Alerts Advisories 001 SEC Alerts Advisories: Cybersecurity: Latest Risks: Threats Risks: Advisories: 

Vulnerabilities: Alerts: Threat Defense: Bulletins: Event Response: Security Response: 
Virus Spyware Malware: Product Security Incident Response Teams PSIRT: Threat 
Outbreaks: Threats Defenses: Security Advisories: Threats Activists: Threats Cybercrime: 
Threats Economic: Threats Strategic: Crypto Vulnerabilities: Firmware Vulnerabilities: 
Hardware Vulnerabilities: Network Vulnerabilities: OS Vulnerabilities: Threat Research: 
SCADA Alerts: Adware: Virus: Spyware: Network Protection: IIOT: IOT Security 

3 002 SEC Anti-Virus Malware 002 SEC Anti-Virus Malware: Anti-Virus Anti Malware Markets: Anti-Virus Malware 
Vendors: Anti-Virus Malware Software: Updates: Vendor Advisories 

4 003 SEC CERT Global 003 SEC CERT Global: Global Government CERT: All Countries Regions CERT: Global 
Computer Emergency Readiness Teams: CIRT Computer Incident Response Teams 
Global: Computer Security Incident Response Teams Global 

5 004 SEC Consultants Research 004 SEC Consultants Research: Information Security Consultants: Management 
Consultants: Cybersecurity Consultants: Reports: Research 

6 005 SEC Media Reports Articles 005 SEC Media Reports Articles: Information Security Reporting: Cybersecurity Media 
Coverage 

7 006 SEC Governments Organizations 006 SEC Governments Organizations: Governmental Cybersecurity Initiatives: 
Governmental Cybersecurity Entities: Information Security Organizations Initiatives: 
Industry Organizations 

8 007 SEC Software Hardware 007 SEC Software Hardware: Software Vendors: Hardware Vendors: Integrated 
Software Hardware Vendors 

9 008 SEC Systems Networks Telecom 008 SEC Systems Networks Telecom: Telecom Providers: Networking Vendors: Telecom 
Network Systems Vendors 

10 009 SEC ICS Automation 009 SEC ICS Automation: Industrial Control Systems Vendors: Industrial Automation 
Vendors: SCADA Vendors: Distributed Control Systems Vendors 

11 010 SEC ICS CERT 010 SEC ICS CERT: Industrial Control Systems CERT: SCADA CERT 

12 011 SEC ICS Cybersecurity 011 SEC ICS Cybersecurity: Industrial Control Systems Cybersecurity: SCADA 
Cybersecurity: ICS Cybersecurity Vendors 

13 012 SEC IIOT Platforms Data Analytics 012 SEC IIOT Platforms Data Analytics: Industrial Internet of Things IIoT: Internet of 
Things IoT: Big Data: IoT IIoT Platforms: IIoT Standards: IIoT leaders: IoT Application 
Enablement Platforms: M2M Platforms: IaaS Infrastructure-as-a-Service: IIoT Platform 
Ecosystems: IIoT Predictive Maintenance: Industrial Analytics: Industrial Data Analytics 

14 039 SEC Cybersecurity Learning 039 SEC Cybersecurity Learning: Cybersecurity Education: Cybersecurity Training 

15 040 SEC CERT NA 040 SEC CERT NA: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT North America: CERT Canada: CERT USA 

16 042 SEC CERT SA 042 SEC CERT SA: CERT Computer Emergency Readiness Teams: CIRT Computer Incident 
Response Teams: CERT South America Region 
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17 043 SEC CERT EU 043 SEC CERT EU: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT Europe 

18 047 SEC CERT SEA 047 SEC CERT SEA: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT South East Asia 

19 050 SEC CERT Canada 050 SEC CERT Canada: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT Canada 

20 051 SEC CERT USA 051 SEC CERT USA: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT USA 

21 053 SEC CERT Austria 053 SEC CERT Austria: Computer Emergency Response Team Austria: Austrian Energy 
CERT: AEC 

22 061 SEC CERT Denmark 061 SEC CERT Denmark: DKCERT: Danish Computer Security Incident Response Team 

23 063 SEC CERT Finland 063 SEC CERT Finland: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT Finland 

24 064 SEC CERT France 064 SEC CERT France: Agence Nationale de laSécurité des Systèmes d'Information 

25 070 SEC CERT Italy 070 SEC CERT Italy: CERT Nazionale: Computer Emergency Response Team 

26 074 SEC CERT Luxembourg 074 SEC CERT Luxembourg: Cyber Emergency Response Community Luxembourg 

27 079 SEC CERT Netherlands 079 SEC CERT Netherlands: CERT Computer Emergency Readiness Teams: CIRT 
Computer Incident Response Teams: CERT Netherlands 

28 089 SEC CERT Spain 089 MGS SEC Spain: Spain: Computer Emergency Response Team for Security and 
Industry: CERTSI 

29 093 SEC CERT United Kingdom 093 SEC CERT United Kingdom: CERT Computer Emergency Readiness Teams: CIRT 
Computer Incident Response Teams: United Kingdom 

30 116 SEC CERT Brazil 116 SEC CERT Brazil: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT Brazil 

31 121 SEC CERT Mexico 121 SEC CERT Mexico: Mexico: La Coordinación de Seguridad de la Información: CSI: 
UNAM-CERT 

32 130 SEC CERT China 130 SEC CERT China: National Computer Network Emergency Response Technical Team: 
Coordination Center of China: CNCERT: CNCERT CC 

33 131 SEC CERT Australia 131 SEC CERT Australia: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: CERT Australia 

34 137 SEC CERT Japan 137 SEC CERT Japan: Japan JPCERT CC: CSIRT 

35 178 SEC CERT Saudi Arabia 178 SEC CERT Saudi Arabia: CERT Computer Emergency Readiness Teams: CIRT 
Computer Incident Response Teams: Saudi Arabia 

36 230 SEC CERT Tanzania 230 SEC CERT Tanzania: CERT Computer Emergency Readiness Teams: CIRT Computer 
Incident Response Teams: Tanzania 

37 236 SEC Custom ICS Automation 236 SEC Custom ICS Automation: Industrial Control Systems Automation: Custom 
Search Channel: Custom Search News Topic: ICS Automation 

38 237 SEC Custom ICS Malware 237 SEC Custom ICS Malware: Industrial Control Systems Malware: Custom Search 
Channel: Custom Search News Topic: ICS Malware 

39 238 SEC Custom ICS PLC Security 238 SEC Custom ICS PLC Security: Industrial Control Systems PLC Security: Custom 
Search Channel: Custom Search News Topic: ICS PLC Security 

40 239 SEC Custom ICS Ransomware 239 SEC Custom ICS Ransomware: Industrial Control Systems Ransomware: Custom 
Search Channel: Custom Search News Topic: ICS Ransomware 

41 240 SEC Custom ICS Security 240 SEC Custom ICS Security: Industrial Control Systems ICS Security: Custom Search 
Channel: Custom Search News Topic: ICS Security 

42 241 SEC Custom ICS Smart Grid SEC241 ICS Smart Grid: Industrial Control Systems ICS Smart Grid: Custom Search 
Channel: Custom Search News Topic: ICS Smart Grid 

43 242 SEC Custom SCADA 242 SEC Custom SCADA: ICS Supervisory Control And Data Acquisition: Custom Search 
Channel: Custom Search News Topic: SCADA 

44 400 SEC ABB 400 SEC ABB: ASEA Brown Boveri: Industrial Digitalization: Electrification Products: 
Robotics and Motion: Industrial Automation: Power Grids: Source ABB 

45 415 SEC Emerson 415 SEC Emerson: Emerson Automation Solutions: Emerson Commercial Solutions: 
Emerson Process Management: Emerson Industrial Automation: Source Emerson 

46 418 SEC Festo 418 SEC Festo: Festo Group: Process Control: Factory Automation Solutions: Source 
Festo 
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47 424 SEC Hitachi 424 SEC Hitachi: Hitachi Above Security: Source Hitachi 

48 441 SEC Rockwell Automation 441 SEC Rockwell Automation: Rockwell Software: Allen-Bradley: Rockwell Industrial 
Automation: Rockwell Control Systems: Rockwell Industrial Networks: Source Rockwell 
Automation 

49 445 SEC Siemens 445 SEC Siemens: Siemens: Siemens Government Technologies: Industry: Energy: 
Healthcare: Infrastructure: Cities: Source Siemens 

50 457 SEC Yokogawa Electric 457 SEC Yokogawa Electric: Industrial Automation: Test and Measurement: Control 
Systems: Data Acquisition: Field Instruments: Process Analyzers: Industrial Networking: 
Components: Life Science: Source Yokogawa 

51 500 SEC A10 Networks 500 SEC A10 Networks: Application Delivery Controllers: Software: Hardware: Source 
A10 Networks 

52 501 SEC Absolute Software 501 SEC Absolute Software: Absolute Software: Self-Healing Endpoint Security: IT Asset 
Management: Data Visibility and Protection: Source Absolute Software 

53 502 SEC Accellion 502 SEC Accellion: Secure File Transfer: Secure External Collaboration: Governance And 
Compliance: Enterprise Integration: Source Accellion 

54 505 SEC Adobe 505 SEC Adobe: Adobe Software Systems: Multimedia Creativity Software: Creative 
Cloud: Experience Cloud: Document Cloud: Source Adobe Systems 

55 509 SEC Akamai 509 SEC Akamai: Akamai Technologies: Distributed Computing Platforms: Cloud 
Delivery Platforms: Content Delivery Networks: CDN Services: Source Akamai 
Technologies 

56 521 SEC Appthority 521 SEC Appthority: Appthority Mobile Threat Protection: MTP: Source Appthority 

57 522 SEC Arbor Networks 522 SEC Arbor Networks: ATLAS Threat Intelligence Infrastructure: DDoS Solutions: 
Advanced Threat Solutions: Network Security Management: Network Visibility 
Solutions: Source Arbor Networks 

58 523 SEC Argus Cyber Security Argus Cyber Security: Automotive Cyber Security: Source Argus Cyber Security 

59 526 SEC ATT 526 SEC ATT: AT&T: AT&T Telecommunications: AT&T Cybersecurity: Source AT&T 

60 531 SEC Avast 531 SEC Avast Security: Avast Cybersecurity Network Protection: Avast Consumer: 
Avast Mobile: Avast Business: Avast Platform: Avast Cyber Security: Source Avast 

61 542 SEC Bayshore Networks 542 SEC Bayshore Networks: Bayshore Networks IT/OT Gateway: Industrial 
Infrastructure: Cybersecurity: Networking: Industrial IOT: Source Bayshore Networks 

62 561 SEC Bromium 561 SEC Bromium: Enterprise Security: Bromium Secure Platform: Virtualization Based 
Security: Endpoints: Malware: Source Bromium 

63 566 SEC CA Technologies 566 SEC CA Technologies: CA Identity Suite: CA Single Sign-On: CA Privileged Access 
Management: Source CA Technologies 

64 574 SEC Check Point Software Technologies 574 SEC Check Point Software Technologies: Check Point Infinity: Network: Cloud: 
Mobile: Endpoint: Security Management: Advanced Threat Prevention: SaaS Security: 
IaaS Security: Mobile Threat Defense: Unified Security Management: Source Check 
Point Software Technologies 

65 578 SEC Cisco Systems 578 SEC Cisco Systems: Cisco Security: Advanced Malware Protection: Cloud Security: 
Email Security: Endpoint Security: Network Visibility and Enforcement: Next-Generation 
Firewalls: Next-Generation Intrusion Prevention Systems: Router Security: Security 
Management: VPN Security Clients: Web Security: Source Cisco Systems 

66 580 SEC Claroty 580 SEC Claroty: OT Networks: OT Environments: Claroty Platform: Continuous Threat 
Detection: Secure Remote Access: Enterprise Management: Security Assessments: OT 
Security Platform: Source Claroty 

67 620 SEC Dell 620 SEC Dell: Dell Technologies: Secureworks: Managed Security Services: Secureworks 
Counter Threat Unit: Security Operations Centers (SOCs): VMware: VMware Security: 
Source Dell 

68 664 SEC FireEye 664 SEC FireEye: FireEye Helix: Network Security: Endpoint Security: Email Security: 
Threat Analytics Platforms: Threat Intelligence: Mandiant Consulting: Source FireEye 

69 667 SEC Flexera Software 667 SEC Flexera Software: Secunia Research: Advisory Databases: Vulnerability 
Research: Vulnerability Intelligence: Personal Software Inspector: Software 
Vulnerability Management: Source Flexera 

70 671 SEC Fortinet 671 SEC Fortinet: Next-Generation Firewalls: SD-WAN: Virtualized Next-Generation 
Firewall Endpoint Security: Secure Wi-Fi: Email Security: SIEM: Identity and Access 
Management:  DDoS: Threat Intelligence: Threat Landscape: Threat Map: Source 
Fortinet 
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71 685 SEC Google 685 SEC Google: Google Security Chrome Security: Source Google 

72 702 SEC HP Enterprise 702 SEC HP Enterprise: HPE Security and Digital Protection Advisory: HPE Adaptive 
Security and Digital Protection: Source HP Enterprise 

73 706 SEC IBM Security 706 SEC IBM Security: IBM Security: Security Intelligence: X-Force Research: Source IBM 

74 713 SEC Indegy 713 SEC Indegy: Industrial Cybersecurity: Industrial Control Systems ICS Security: ICS 
Network Security: ICS Environments: Control Networks Inspection: Agentless Controller 
Verification: Industrial Security Platforms: Industrial Cyber Security Platforms: Source 
Indegy 

75 720 SEC Intel Wind River 720 SEC Intel Wind River: Intel: Aerospace: Defense: Automotive: Industrial: 
Networking Security: Source Intel Wind River 

76 731 SEC Juniper 731 SEC Juniper: Firewalls: Advanced Threat Prevention: Visibility Management and 
Analytics: Juniper Sky Advanced Threat Prevention: Secure Analytics: Source Juniper 

77 732 SEC Kaspersky 732 SEC Kaspersky: Cybersecurity Services: Anti Targeted Attack: Endpoint Security: 
Cloud Security: Kaspersky Total Security: AO Kaspersky Lab: Securelist: Source 
Kaspersky 

78 757 SEC McAfee 757 SEC McAfee: Cloud Security: Dynamic Endpoint: Threats Management: 
Optimization Operations: Safeguard Data: Source McAfee 

79 758 SEC Malwarebytes 758 SEC Malwarebytes: Malwarebytes Endpoint Protection: Malwarebytes Incident 
Response: Malwarebytes Endpoint Security: Source Malwarebytes 

80 764 SEC Microsoft 764 SEC Microsoft: Microsoft Security: Microsoft Secure: Source Microsoft 

81 794 SEC Nozomi Networks 794 SEC Nozomi Networks: SCADAguardian: Central Management Consoles: 
Operational Anomalies: Real-time Cybersecurity and Visibility for Industrial Control 
Networks: Source Nozomi Networks 

82 806 SEC Oracle 806 SEC Oracle: Source Oracle 

83 810 SEC Palo Alto Networks 810 SEC Palo Alto Networks: Application Frameworks: Cloud Security: Endpoint 
Protection: Next-Generation Firewalls: Remote Network & Mobile Security: Threat 
Detection and Prevention: Source Palo Alto Networks 

84 832 SEC Pulse Secure 832 SEC Pulse Secure: Converged Management: Pulse Secure Enterprise Solutions: 
Secure Access to Cloud Apps: Source Pulse Secure 

85 838 SEC Qualys 838 SEC Qualys: Infrastructure Security: Cloud Infrastructure Security: Endpoint 
Security: DevSecOps: Compliance: Web App Security: Source Qualys 

86 844 SEC Radware 844 SEC Radware: Application Delivery Load Balancing: Application Network Security: 
Management Monitoring: Cloud Services: Source Radware 

87 914 SEC Sophos 914 SEC Sophos: Unified Endpoint Management (UEM): Mobile Security Solutions: 
SophosLabs: Source Sophos 

88 931 SEC Symantec 931 SEC Symantec: Endpoint Security: Endpoint Protection: Data Center Security: Cloud 
Workload Protection: Information Centric Security: Data Loss Prevention: Encryption: 
Advanced Threat Protection for Email: Messaging Gateway: Content Malware Analysis: 
WAN Optimization: Encrypted Traffic Management: Network Forensics Security 
Analytics: Source Symantec 

89 940 SEC Tenable 940 SEC Tenable: Tenable.io: Vulnerability Management: Web Application Scanning: 
Container Security: Source Tenable 

90 952 SEC Trend Micro 952 SEC Trend Micro: IOT Security: Security Intelligence: Source Trend Micro 

91 973 SEC Vectra Networks 973 SEC Vectra Networks: Cognito: Threat Detection Response Platforms: Source Vectra 
Networks 

92 975 SEC Veracity Industrial Networks 975 SEC Veracity Industrial Networks: Cerebellum: Source Veracity Industrial Networks 

93 993 SEC Waterfall 993 SEC Waterfall: Unidirectional Gateway Solutions: Secure Bypass: Waterfall 
BlackBox: Waterfall CloudConnect: Source Waterfall 
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